SA WG2 Temporary Document

Page 2

SA WG2 Meeting #152E e-meeting
S2-2206844
Aug 17 – 26, 2022

Source:
Samsung

Title:
KI#1, Sol #24 Update to clarify the scenario
Document for:
Approval
Agenda Item:
9.11
Work Item / Release:
FS_EDGE_Ph2 / Rel-18
Abstract: This contribution proposes to update the solution #24 to clarify the scenario.
1. Reason for change
In order to evaluate and conclude the solutions, it is proposed to classify the solution into to the appropriate key issues and the relative scenario. 

Based on the current TR 23.700-48, the KI#1 has the following scenarios.
	5.1.2
Scenarios

For a roaming UE, accessing to EHE in VPLMN might be needed to fulfil use cases requiring edge computing. Two main scenarios should be considered:

1)
UE accessing V-EHE via a Local Breakout (LBO) PDU Session:


The scenario supports all connectivity models and assumes that an LBO PDU Session is used to access an EHE in VPLMN for EC applications.


With a LBO PDU Session, the UE can access an EHE in VPLMN.

NOTE 1:
Two different PDU Sessions are required to access an EHE in VPLMN and Home DN in HPLMN simultaneously.

2)
UE accessing V-EHE via a Home Routed (HR) PDU Session (i.e. with PSA in HPLMN):


This scenario assumes the session breakout for the HR PDU Session is used to access EHE in VPLMN for EC application.


With a single PDU Session, UE can access an EHE in VPLMN and also the DN in HPLMN.

NOTE 2:
With a single PDU Session and (DNN+S-NSSAI), it can support both EC and non-EC applications in either roaming or non-roaming case.


To support such PDU Session, it needs to be studied how the UE can access the V-EHE via a HR PDU Session. Two sub-scenarios may be considered:

2.1)
HPLMN has the knowledge of EAS deployment information in VPLMN for specific services. The HPLMN triggers EAS discovery and local traffic routing in VPLMN.

2.2)
HPLMN does not have the knowledge of EAS deployment information in VPLMN. The VPLMN triggers EAS discovery and local traffic routing in VPLMN.


Since this solution proposes to re-use the option D in VPLMN, it is understood that this solution is for the case when the VPLMN triggers EAS discovery and local traffic routing in VPLMN as described in clause 5.1.2.
To make the readers categorize this solution easily to the scenarios in 5.1.2, it is proposed to add the explicit description to the solution.
2. Proposal
It is proposed to update the following changes in TR 23.700-48.
* * * Start of changes * * * *

6.24
Solution 24 (KI#1): Reuse Option D after UL-CL Insertion
6.24.1
Description
This solution addresses the following aspect in KI#1:

-
how to support Rel-17 edge computing related procedures, such as EAS (re-)discovery, as specified in clause 6 of TS 23.548 [3].

Option D is specified in clause 6.2.3.2.3 of TS 23.548 [3] to support EAS Discovery procedure with Local DNS Server/Resolver.
This solution addresses the scenario 2.2 of clause 5.1.2, that is, UE accessing V-EHE via a Home Routed (HR) PDU Session (i.e. with PSA in HPLMN) where HPLMN does not have the knowledge of EAS deployment information in VPLMN.
This solution assumes that the V-SMF in the VPLMN is responsible for inserting the UL-CL and Local PSA during or after PDU Session Establishment based on the VPLMN operator's configuration, which can be based on the outcome of other solutions for this key issue.

6.24.2
Procedure
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Figure 6.24.2-1: EAS discovery with Local DNS server/resolver

1.
UL-CL and Local PSA are inserted by V-SMF. This procedure can happen during PDU Session establishment or can be triggered by DNS messages as defined in clause 6.2.3.2.2 of TS 23.548 [3]. During this procedure, the V-SMF instructs the UL-CL the traffic routing rule to route the DNS Query for an FQDN (range) to a local DNS Server/Local DNS Resolver.

NOTE 1:
Option D assumes that UL-CL steering is based on L4 information (i.e. DNS port number) and that UL-CL has visibility of the DNS traffic (i.e. FQDN in the DNS Query message). The UPF may be instructed by the SMF to apply different forwarding of non-ciphered UL DNS traffic based on the target domain of the DNS Query. Option D requests modification of destination IP address of DNS messages. Whether this is allowed or not is subject to local regulations. Option D does not apply to DoH or DoT messages.

2.
The DNS Query message is sent by UE. The UL-CL locally routes the DNS Query message to Local PSA.

3.
The Local PSA sends the DNS traffic to the Local DNS Server that resolves the FQDN target of the DNS Query by itself or that communicates with a C-DNS server to recursively resolve the EAS IP address.

NOTE 2:
The Local PSA can send the DNS traffic to the Local DNS Server via tunnelling or via IP address replacement. If IP address replacement is used, the SMF sends the IP address of the Local DNS Server to the Local PSA and instructs the Local PSA to modify the packet's destination IP address (corresponding to EASDF) to that of the Local DNS Server.

4.
The Local PSA receives DNS Response message from Local DNS server, it forwards it to the UL-CL/BP and the UL-CL/BP forwards the DNS Response message to UE.

NOTE 3:
If IP address replacement has been enforced at step 3, the Local PSA replaces the source IP address to EASDF IP according to SMF instruction.

6.24.3
Impacts on services, entities, and interfaces

No impact to 5GS.
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